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1. Classification
Document status - Classification OID Ref. Version Date

C1 (public document) 1.3.6.1.4.1.55559.1.1.1.0 1.5 2023/10/03



2. Introduction
2.1. General Presentation

NJFVision, operating as ubble, is a provider of Remote Identity Verification (RIV) Services. Our services cater
to customers seeking Identity Document verification and validation of document ownership.

This document outlines the Remote Identity Verification (RIV) Policy within the certified ubble offering. It
consolidates all rules, requirements, and commitments of ubble concerning the implementation, operation,
and lifecycle of identity verification, both in terms of technical and organisational security requirements.

2.2. Document Identifier
The document is identified by the OID: 1.3.6.1.4.1.55559.1.1.1.0. for the identity verification service
ensuring a substantial level of assurance, as defined by the RIVSP Requirement rule set by the ANSSI.

Elements specific to an OID will be indicated by placing the OID in square brackets: [OID]. Multiple OIDs
may be specified, separated by semicolons. OIDs may be subject to change in case of significant changes to
the VP. Upon generating a new OID, the last digit is incremented. The initial version uses the number 0.

In addition, this document is also identified by a version that may change in the event of minor modifications
to the VP.

2.3. Definitions and Acronyms

Acronym Meaning

VP Remote Identity Verification Policy

SVP Statement of remote identity verification practices

Term Definition

Identity Document official document certifying a person's identity.

Identification Data

set of personal data acquired and verified by the service in order to verify the identity of a natural
person. In the context of this rule set, the Identification Data can be the video of the User's face, the
video of the Identity Document presented by the User, or the User data (including the User's facial
photograph) stored in the security component of the Identity Document.

Identity Attributes
subset of the Identification Data sent by the Remote Identity Verification Service to the Business
Service. These attributes are: birth name, use name if present, first name(s), date of birth, place of
birth, nationality and gender.

Attributes relating to
the Identity
Document

subset of the extracted data comprising all the fields specific to the document presented, enabling its
authenticity and validity to be checked. This includes at least the issuing country, the document number
and the expiry date.

2.4. Entities Involved in the Identity Verification
Procedure

Remote Identity Verification Service: The purpose of a remote identity verification service is to gather
and authenticate User Identification Data to establish User identities, creating an evidence file and
transmitting the remote identity verification result to the Business Service.

https://www.ssi.gouv.fr/uploads/2021/08/anssi-requirements_rule_set-pvid-v1.1.pdf


User: An individual whose identity undergoes verification by using the RIVSP’s Remote Identity Verification
Service.

Business Service: The client service where the User intends to confirm their identify, under the
responsibility of the client, using the Remote Identity Verification Service.

Operators: Staff members of the Remote Identity Verification Service responsible for verifying User
identities.

Identity Document Fraud Officer: A member of the Remote Identity Verification Service with extensive
knowledge of Identity Document security features and expertise in detecting Identity Document fraud.

Biometrics Fraud Officer: A member of the Remote Identity Verification Service with extensive knowledge
of biometrics and expertise in identifying biometric fraud.

Fraud Officer: A member of the Remote Identity Verification Service who fulfils the roles of both the Identity
Document Fraud Officer and the Biometrics Fraud Officer.

Team Leaders: Staff members of the Remote Identity Verification Service responsible for ensuring the
application of policies and internal regulations are applied. At least one Team Leader is consistently present on
the premises at all times.

2.5. 2.5. VP Management

2.5.1. Entity Managing the VP

NJFVision, operating as ubble, is responsible for the VP. Its contact information is as follows: NJFVision, 20
bis rue Lafayette, 75009 Paris, France.

2.5.2. Contact

For any inquiries concerning this VP, please direct them to:

• Via email: pvid@ubble.ai
• Via post: Gestion du PVID ubble, NJFVision, 20 bis rue Lafayette, 75009 Paris, France

2.5.3. Amendments to the VP

2.5.3.1. Amendment Procedure

At ubble, there exists an ubble RIVSP Compliance Committee responsible for overseeing that all
proposed alterations to its VP adhere to the requirements set within this VP. Should a substantial change
occur, the ubble RIVSP Compliance Committee holds the authority to engage external technical
expertise, if deemed essential. Specifically:

• any change relating to Identity Documents must be formally validated by the Identity Document fr Fraud
Officer;

• any change relating to biometrics must be formally validated by the Biometrics Fraud Officer.

2.5.3.2. Circumstances necessitating a Change in the OID

Given that the VP OID is documented in the outcomes of identity verifications, any alteration in this VP that
significantly affects past identity verifications must prompt a modification in the VP OID. This action ensures
Business Services can distinctly discern which verifications align with specific requirements. Particularly, the

mailto:pvid@ubble.ai


VP OID should progress with any major alterations, notably signalled by an evolution in the OID of this VP,
within the VP's requirements. For minor adjustments in the VP, solely the version of this document will be
revised.

2.5.4. Entity Determining the Existence and Compliance of a
SVP with this VP

ubble generates and maintains a Statement of remote identity verification practices. This statement
embodies a collection of practices (including organizational structures, operational procedures, technical and
human resources, etc.) utilized in delivering its service and aligning with this remote identity verification
Policy. The Statement of Remote Identity Verification Practice is confidential and is exclusively disclosed to
individuals on a need-to-know basis. ubble administers a ubble RIVSP Compliance Committee. This
committee verifies the alignment of the RIVP with the VP.

2.5.5. Procedure for Approving the Compliance of the SVP

The ubble RIVSP Compliance Committee conducts or delegates all necessary actions (such as audits, etc.)
to confirm and approve the SVP.

2.5.6. Duration and Early Termination of the VP Validity

The service's VP must remain in effect at least until the termination of the last compiled evidence file’s
lifecycle. This VP maintains its validity until a new version is released.

2.6. Responsibilities for Information Dissemination

2.6.1. Entities Responsible for Information Dissemination

ubble has established a publication page accessible at the following address: https://www.ubble.ai/
remote-id-verification-policy/

2.6.2. Published Information

ubble publishes the following information:

• All VPs managed by ubble, including this one,
• A comprehensive list of accepted documents.

An area of the publication site is reserved for archiving old versions of published data.

2.6.3. Timing and Frequency of Publication

The VP is published before any identity verification with the corresponding OID. This information is
accessible 24/7, every day of the week, with a maximum downtime of 4 hours. The ubble RIVSP
Compliance Committee determines the relevant parties (customers, Users, service-providing
subcontractors, regulatory entities, etc.) to be notified upon the publication of a new VP (whether an initial
version or modification of an existing VP), contingent upon the nature of the changes implemented.

2.6.4. Access Control for Published Information

https://www.ubble.ai/remote-id-verification-policy/
https://www.ubble.ai/remote-id-verification-policy/


All the aforementioned published information is publicly available for reading purposes only. Access for
modification of published data is restricted to the internal ubble teams responsible for publishing documents on
the publication page.



3. Description of the Remote Identity Verification
Service

3.1. Identity Verification Procedure

3.1.1. Identity Verification

The primary objective of the Remote Identity Verification Service is to authenticate the legitimacy of the
User's presented Identity Document and confirm that the User is the lawful holder of the document. The
determination is based on personal Identification Data, validated by the service. Following the verdict, along
with the identity and credential attributes, this information is transmitted to the Business Service.

3.1.2. Identity Attributes for Uniqueness

Several Identity Attributes are distinctive to an individual's identity and are thus shared with the customer
service. These attributes encompass the birth name, any customary name (if available), first
name(s), date of birth, place of birth, nationality, and gender.

3.1.3. Description of the Identity Verification Procedure

Users requiring identity verification are prompted by the Business Service to visit the identity verification
service webpage. Various methods can guide and present this page to the User. The User is then guided to
capture their Identity Document and record their face through video; guidance through this process is
provided in the User's native language. Following the capture of Identification Data, the verification service
asynchronously validates it.

3.2. Languages Supported
The identity verification service supports multiple languages: French, German, English, Spanish, Italian,
Dutch, Portuguese, Simplified Chinese, Romanian and Polish. Users are prompted to select their preferred
language before the collection of any Identification Data. Additionally, Users are informed of the location
(country) of the Operators responsible for verification.

3.3. Alternatives to the Remote Identity Verification
Users who are unwilling or unable to utilize the proposed identity verification service may request an
alternative method from the Business Service.

3.4. Legal Remedies and Complaints

3.4.1. Contact

Users, Business Services and third parties can freely submit requests regarding the service (such as
cancelling a fraudulent identification or refusing to identify a genuine User) via the following channels:

• Email: pvid@ubble.ai
• Postal Address: Gestion du PVID ubble, NJFVision, 20 bis rue Lafayette, 75009 Paris, France

mailto:pvid@ubble.ai


3.4.2. Complaints Management Procedure

Requests received by post or email are logged into a tracking system to ensure traceability. Upon receipt,
ubble acknowledges the requests and commits to provide a response within 7 business days.

Requests concerning the procedure of the Business Service, including the necessary steps and operations,
cannot be handled by ubble. Instead, such requests will be redirected to the relevant Business Service.

Requests relating to a specific individual, processing is only possible for verified identifications. The request
must contain the individual’s surname(s), first name(s), date of birth, city of birth, country of birth,
nationality, as well as the Business Service that requested the identification and the day it occurred.

Regarding requests related to one or more attempts (e.g., unsuccessful attempts), they can only be
addressed if the request specifies the identification number provided by the Business Service.



4. Remote Identity Verification Procedure

4.1. Activities of the Remote Identity Verification Service
The Remote Identity Verification Service conducts four successive stages:

• Acquisition of Identification Data
• Verification of Identification Data
• Compilation of the evidence file
• Transmission of results

4.2. Acquisition of Identification Data
The phase of data acquisition occurs on the User's terminal via a web browser. Only mobile terminals are
accepted, whether they operate on Apple iOS or Google Android systems. For compatibility, the device must
be equipped with both front and rear cameras and a supported web browser.

The following web browsers are compatible:

Type of phone Safari Chrome Firefox Samsung
Internet

iOS ≥11 ✓

iOS ≥13 ✓ ✓ ✓ ✓

Android ✓≥73 ✓≥66 ✓ ≥6.2

During the acquisition phase, the User operates independently, guided by the system suggesting alternative
actions to enhance capture quality. This phase involves two stages: document capture and face capture.

For the document capture phase, the User may encounter the following requests:

• Accurately position the document title in the center of the capture zone
• Confirm that the document matches the selected category
• Ensure full visibility of the document title
• Assess the clarity, lighting, and reflections on the document
• Verify the network connection
• Adjust the document to display optically variable marks
• Position the passport photograph on specific areas or capture designated sections of the document

During the face capture phase, the User might be asked to:

• Accurately position the face within the capture zone
• Ensure full visibility of the face and, if necessary, remove any obstructing accessories
• Check focus and lighting
• Verify the network connection
• Turn the head as instructed
• Follow specific gestures or place a target on certain areas of the face during capture

No verifications conducted on the User's terminal contribute to the final "successful" outcome of remote
identity verification.



4.3. Verification of Identification Data
Following capture, the Identification Data is transmitted to ubble's verification servers responsible for
authenticating the document and the User's legitimacy. This data comprises videos of the Identity Document
and the User's face. For usability, these videos must maintain a minimum input and post-compression
resolution of 1,280 × 720 dots, providing a fluid display allowing for comprehensive analysis of security
features, operating at up to 30 frames per second.

No processing, even partially, concerning the authenticity verification of the Identity Document, User face
matching with the document photo, or proof of life authentication is executed on the terminal.

4.3.1. Identity Document

The authenticity of the Identity Document undergoes verification via a series of automated processes,
culminating in a decision by one or more Operators, experts in identity verification. A "Fail" verdict is issued if
the Identity Document is found invalid due to reasons such as: inauthentic document, reported lost or
stolen, non-original document (e.g., photocopy), expired document, non-accepted document, extensively
damaged document, etc. The complete list of accepted documents by the service is attached. ubble
maintains a roster of Identity Document Fraud Officers responsible for analyzing each accepted document.

Only non-expired documents are eligible for the service. In cases of altered or damaged documents, the
service processes the document solely if the identity and security features remain intact, contingent upon the
document type.

To ascertain document validity and potential loss or theft, the service routinely checks the databases of
issuing countries where available. If an Identity Document validation check deems the document invalid, the
remote identity verification outcome is consistently "failed".

4.3.2. Face Comparison

The legitimacy and vitality of the holder are verified through a series of automated processes, finalized by
one or more Operators, experts in identity verification. If the holder is deemed invalid, irrespective of the
cause, the identity verification outcome is consistently "failed".

4.4. Creation of the Evidence File
An evidence file is generated for every identity verification, regardless of the verdict ("pass" or "fail").

4.4.1. Content of the Evidence File

The evidence file encompasses the following elements:

1. Acquisition Data:
o Video(s) of the Identity Document
o Video of the User’s face
o Date of acquisition

2. Verification Details on Identification Data:
o Date of verification
o Activity associated with each verification:

o Verification of the Identity Document’s authenticity
o Detection of the User’s "liveness"
o Comparison of the User’s face

o Nature of the verification: automatic or manual
o Identity of the Operator or Fraud Officer conducting manually
o Country where manual verification was conducted



o Version and configuration (if applicable) of the tools used for automatic verification
o Findings from automated processing or manual verification by the Operator or Fraud Officer

3. Result of Remote Identity Verification sent to the Business Service, including:
o Verdict of the remote identity check (successful or unsuccessful)
o List of external codes sent to explain the verdict
o Reasons provided by the Operator in the form of an internal code for "fraud fail" or "error fail"

verdicts
o User’s Identity Attributes (if available on the document: surname(s), first name(s), date of

birth, place of birth, nationality, gender)
o Attributes related to the Identity Document presented (if available on the document: issuing

country, unique Identity Document number, date of issue, expiry date, MRZ band)

The purpose of this data is to address any disputes that may arise, and under no circumstances to apply any
biometric processing.

4.4.2. Conservation of the Evidence File

Upon creation, evidence files are encrypted using unique encryption keys for each file, employing the
AES-256-GCM encryption algorithm. Master keys are rotated daily and stored in secure cryptographic
facilities under ubble's control, accessible only in the presence of multiple administrators.

Data in the evidence file will be retained as follows unless otherwise requested by the business unit:

● Up to six (6) years for a successful verdict,
● Three (3) months for an unsuccessful verdict.

During this retention period, data in the evidence file will not undergo any processing, especially biometric
processing, unless legally requested and in compliance with applicable legal requirements.

4.4.3. Access Rights to Personal Data in the Evidence File

The evidence file data, particularly personal data, is subject to the GDPR, granting Users rights with exceptions
as described in the subsequent section.

4.5. Transmission of Results
Following the verification phase, the service delivers a verdict, which could result in either success or failure.
In both scenarios, a result is transmitted to the Business Service.

4.5.1. Content of the Result Transmitted to the Business
Service

The result comprises:

• The verdict (success, error, failure, or fraud failure)
• A list of external codes forwarded to the Business Service to explain the verdict
• Identity Attributes related to the User (If present on the document: surname(s), first name(s), date

of birth, place of birth, nationality, gender)
• Attributes related to the presented Identity Document (If available on the document: issuing

country, Identity Document number, date of issue, expiry date, MRZ band)
• Additional data considered necessary by the sponsor

• One or two photo(s) of the Identity Document (front and back), captured in the video stream; a
photo of the User's face, captured in the video stream

• Data sent by the sponsor's customer service department: declared identity, email address, phone
number, unique identifier of the Business Service User



• The result of a comparison of the declared data with the extracted data

Please note:

• Additional data does not in any way contribute to the formulation of the verdict
• The following elements are not part of the result transmitted to the Business Service:

• Videos of the document and the face are in no way, wholly or partially, transmitted to the Business
Service

• No elements relating to the verifications conducted by the service other than the verdict and the
list of external codes are transmitted to the Business Service.

4.5.2. Timing of Result Transmission to the Business Service

The duration between the commencement of User Identification Data acquisition and the notification of the
identity verification result to the Business Service typically spans a few hours and does not exceed 96 hours.



5. Procedure for Detecting Identity Theft Attempts

5.1. Detection of Suspected or Confirmed Identity Theft
Cases

The primary objective of ubble's Remote Identity Verification Service is to mitigate or prevent instances of
identity theft. To accomplish this goal, indicators of potential identity theft cases are measured and
scrutinized during the identity data verification phase. Among these indicators, the following events trigger
suspicion of identity theft:

• Use of a counterfeit Identity Document
• Alteration of identity data on an authentic Identity Document
• Use of a declared stolen or lost Identity Document
• Modification of the photograph on an Identity Document
• Evident alteration of a User's appearance to resemble the owner of an Identity Document
• Verification conducted under coercion or without the User's knowledge
• User registering under the belief of signing up for another service

5.2. Alert of Suspected or Confirmed Identity Theft
For each suspected or confirmed case of identity theft, whether detected by ubble or communicated by the
Business Service, an alert is generated. Each alert undergoes analysis, aiding in the prevention of fraud and
the enhancement of the system.



6. Personal Data Management

6.1. Status
ubble processes Users' personal data as a data processor on behalf of the Client whom the User is engaging
with and who has contracted with ubble to provide the identity verification service. The Client is accountable
for processing the Users' personal data.

As a data processor, ubble adheres to the principle of data minimization, collecting and retaining data in
accordance with the Client's instructions.

6.2. Personal Data Processed
Personal data related to Users processed by the Remote Identity Verification Service includes:

Categories of personal
data

Details

Connection Data

• Connection type (3G, 4G, Wi-Fi, etc.)
• Operating system version
• Browser type
• Timestamp
• IP address
• Device type (smartphone, tablet, computer)
• Email address
• Phone number
• Unique identifier of the Business Service User

Civil Status Data

Filming the official Identity Document generates numerous high-quality images. Extracted data from
these images include:

• Document type
• Nationality
• Document registration number
• Birth name
• Usual name
• First name(s)
• Gender
• Place of birth
• Signature
• Expiry date
• Issuance date
• User's face photograph

Face Videos Filming the User’s face generates hundreds of images of the User’s face.

Biometric Data
ubble computes a facial imprint of the User from the Identity Document and face videos to compare
the imprints for this User.

Metadata regarding the
Verification Process

Necessary for the evidence file:
• Date of User Identification Data acquisition
• Operator ID who verified the Identification Data
• Country from which the Operator conducted the verification
• Date of Identification Data verification
• Details of all verifications performed on the Identification Data
• Result of the transmitted remote identity verification to the Client

6.3. Purposes and Processing Operations
ubble processes Users' personal data on behalf of the Client, solely for the following purposes:



• To verify the Users' identity within the scope of fulfilling a contract between ubble and its Client;
• To compile an evidence file containing all the necessary information for dispute resolution;
• To audit the service quality and notify ubble's Client of any failures during the verification of a User's
identity.

These processes involve the collection, encryption, consultation, utilization, archiving, and deletion of Users'
personal data.

6.4. Retention Periods
As a standard practice, and unless instructed otherwise by the Client:

• Each User's data, including their biometric data, is processed in an active database for the duration
necessary to verify the User's identity.

• Biometric data will be securely and permanently deleted no later than 96 hours following its collection.
• Other personal User data will be archived for up to three (3) months for the purpose of auditing

service quality.
• The evidence file is stored in intermediate archiving in the event of a dispute, starting from the

transmission of the verification result to the Client:
o Up to a maximum of six (6) years in the case of a successful verdict.
o For three (3) months in the case of a failed verdict.

The archived personal data is accessible only to specifically authorized individuals with a legitimate
need-to-know due to their roles and for the strictly defined purposes mentioned above.
After the specified archiving periods, the personal data undergoes secure and permanent destruction, except
in the case of an ongoing dispute or legal procedure requiring data retention for the entire duration of the
proceedings.

6.5. Subprocessing
The subprocessors involved in the processing of Users' personal data are:

• Outscale SAS, registered under number 527 594 493 RCS Nanterre, to provide the identity verification
hosting service. The data transmitted to Outscale SAS is encrypted.

• Sendinblue, registered under number 498 019 298 RCS Paris, to provide the SMS redirection service
(only phone numbers are communicated).

6.6. Users’ Rights
Barring exceptions, the Service allows Users to exercise their rights to access, rectify, and erase their data in
accordance with the Client's privacy policy. Exceptions to the Users' rights are as follows:

• Rectification or deletion of the evidence file and the results of the transmitted remote identity
verification to the Business Service, along with all information necessary for result compilation.

• Access to data subjected to automated or manual processing, the disclosure of which could provide
insight into the nature of the verifications conducted by the service and related to identity theft
detection.

Users must contact the Client, the data controller, to exercise their rights.



6.7. Alternative Method
If the User does not wish to undergo identity verification through the Service described in this document,
they should contact the Client's Business Service to obtain an alternative method for verifying their identity.

6.8. Research and Development
ubble, as data controller, processes Users' personal data for the purpose of research and continuous
improvement of the Service, based on its legitimate interest, for a maximum duration of 3 months from its
collection. These processes, aimed at effectively enhancing service reliability, require assessing potential
enhancements against the substantial variability presented by real Users' conditions, thereby necessitating
the use of Users' data. Only authorized ubble employees have access to Users' data.

Users have the right to access, rectify, and delete their personal data, limit its processing, and object to its
processing for R&D purposes by ubble. To exercise their rights, Users can contact ubble's Data Protection
Officer (DPO):

- Email: privacy@ubble.ai
- Postal address: DPO ubble, NJF Vision, 20 bis rue Lafayette, 75009, Paris, France

Users also have the right to lodge a complaint with any competent authority. In France, this is the CNIL
(https://www.cnil.fr/).



7. Intellectual Property Rights
All intellectual property rights owned by ubble are protected by relevant legislation and regulations. Users
have no intellectual property rights other than the right to access the Service regarding the various elements
implemented by ubble to ensure its identity verification service. Infringement upon trademarks, trade names,
designs, copyrights (e.g., software, web pages, databases, original texts, etc.) is punishable under the
Intellectual Property Code.



8. List of Documents Accepted by the Service

8.1. Rules for Accepting Documents
Only regular Identity Documents (excluding diplomatic, service, and temporary documents) are accepted
within the framework of this guideline, provided they exhibit features meeting the requirements defined in
this policy and align with the following criteria:

1. For French citizens, nationals of other European Union member states, a state party to the agreement
on the European Economic Area, or Switzerland, the passport or national identity card, provided the
document is equipped with a MRZ band and adequate security features (such as optically variable
features), in line with Regulation (EU) No 2019/1157 of the European Parliament and the Council of
20 June 2019.

2. For third-country nationals residing in France or another EU member state, a state party to the
agreement on the European Economic Area, or Switzerland, the residence permit issued according to
the model provided by Regulation (EU) No 2017/1954 of the European Parliament and the Council of
25 October 2017, or by Regulation (EC) No 1030/2002 of the Council of 13 June 2002, issued by the
country of residence.

3. For third-country nationals exempt from the obligation of a short-stay visa to enter mainland France,
not residing in the territory of the European Union, a state party to the agreement on the European
Economic Area, or Switzerland, the electronic passport, except for countries where the visa
exemption requires a biometric passport, for which no document will be accepted.

4. For third-country nationals recognized as refugees or stateless persons or beneficiaries of the
protection provided by Directive 2011/95/EU of the European Parliament and of the Council of 13
December 2011, and the content of this protection, the passport is replaced by the travel document
issued by the State that has recognized refugee or stateless status or granted protection.

5 https://www.consilium.europa.eu/prado/fr/prado-glossary/prado-glossary.pdf
6 https://www.consilium.europa.eu/prado/fr/prado-glossary/prado-glossary.pdf
7 https://www.immigration.interieur.gouv.fr/Immigration/Les-visas/Les-dispenses-de-visa

https://www.consilium.europa.eu/prado/fr/prado-glossary/prado-glossary.pdf
https://www.consilium.europa.eu/prado/fr/prado-glossary/prado-glossary.pdf
https://www.consilium.europa.eu/prado/fr/prado-glossary/prado-glossary.pdf
https://www.immigration.interieur.gouv.fr/Immigration/Les-visas/Les-dispenses-de-visa
https://www.consilium.europa.eu/prado/fr/prado-glossary/prado-glossary.pdf
https://www.consilium.europa.eu/prado/fr/prado-glossary/prado-glossary.pdf
https://www.immigration.interieur.gouv.fr/Immigration/Les-visas/Les-dispenses-de-visa


8.2. Exhaustive List of Documents Accepted by the Service

Region Country Document Type

Date
Of

issuance PRADO Code

VP Version
introducing this

document

EU
Germany Identity Card

2010-11-01 DEU-BO-02001 1.1

EU
Germany Identity Card

2021-08-02 DEU-BO-02004 1.5

EU
Germany Passport

2007-11-01 DEU-AO-01007 1.1

EU
Germany Passport

2017-03-01 DEU-AO-04001 1.1

EU

Germany
Residence-related document 2011-09-01

DEU-HO-21003
DEU-HO-21002
DEU-HO-21001

1.1

EU
Germany

Residence-related document 2019-11-01
DEU-HO-22003
DEU-HO-22002
DEU-HO-22001
DEU-HO-22005

1.5

EU
Germany Travel document

2007-11-01
DEU-JO-02001
DEU-JO-03001 1.1

EU
Germany Travel document

2017-03-01
DEU-JO-02002
DEU-JO-04001 1.1

EU
Austria Identity Card

2010-05-03 AUT-BO-02003 1.1

EU
Austria Identity Card

1.1

EU
Austria Identity Card

2021-08-02 AUT-BO-03001 1.5

EU
Austria Passport

2006-06-16 AUT-AO-02001 1.1

EU
Austria Passport

2014-09-05 AUT-AO-02002 1.1

EU
Austria

Residence-related document 2011-07-01 AUT-HO-11001 1.1

EU
Austria

Residence-related document 2008-02-18 AUT-HO-04002 1.1

EU
Austria Travel document

2014-09-05
AUT-JO-04002
AUT-JO-04001 1.1

EU
Austria Travel document

1996-01-01 AUT-JO-02001 1.1

EU Belgium Identity Card 2015-11-17

BEL-BO-09001
BEL-BO-09002
BEL-BO-09003

1.1



EU
Belgium Identity Card

2020-01-06 BEL-BO-10001 1.1

EU
Belgium Identity Card

2021-11-16 BEL-BO-10002 1.5

EU
Belgium Identity Card

2021-07-15 BEL-BO-10002 1.5

EU
Belgium Identity Card

2021-07-15 BEL-BO-10002 1.5

EU

Belgium
Passport 2014-05-01

BEL-AO-08001
BEL-AO-09003
BEL-AO-10003

1.1

EU
Belgium Passport

2022-02-07 BEL-AO-11001 1.5

EU
Belgium

Residence-related document 2013-05-19 BEL-HO-08001 1.1

EU
Belgium

Residence-related document 2021-10-11 BEL-HO-20001 1.5

EU
Belgium

Travel document 2019-07-01
BEL-JO-11001
BEL-JO-12002
BEL-JO-09001
BEL-JO-10002

1.1

EU
Belgium Travel document

2022-02-07 BEL-JO-15001 1.5

EU
Bulgaria Identity Card

2010-03-29 BGR-BO-02001 1.1

EU
Bulgaria Passport

2010-03-29 BGR-AO-02001 1.1

EU
Cyprus Identity Card

2015-02-24 CYP-BO-04001 1.1

EU
Cyprus Identity Card

2020-08-12 CYP-BO-04002 1.1

EU
Cyprus Passport

2010-11-29 CYP-AO-04001 1.1

EU
Cyprus Passport

2020-07-24 CYP-AO-04002 1.1

EU
Cyprus

Residence-related document 2014-08-25 CYP-HO-03001 1.1

EU
Cyprus

Residence-related document 2020-09-05 CYP-HO-05001 1.1

EU
Cyprus Travel document

2004-11-10 CYP-JO-01001 1.1

EU
Cyprus Travel document

2020-11-17 CYP-JO-02001 1.5

EU
Croatia Identity Card

2013-07-01 HRV-BO-03001 1.1

EU
Croatia Identity Card

2003-01-01 HRV-BO-02001 1.1



EU
Croatia Identity Card

2015-06-08 HRV-BO-03002 1.1

EU
Croatia Identity Card

2021-08-02 HRV-BO-04001 1.5

EU
Croatia Passport

2009-06-29 HRV-AO-02001 1.1

EU
Croatia Passport

2015-08-03 HRV-AO-03001 1.1

EU
Croatia

Residence-related document 2021-01-01 HRV-HO-05001 1.1

EU
Croatia

Residence-related document 2013-07-01
HRV-HO-03001
HRV-HO-02001 1.1

EU
Croatia

Residence-related document 2016-10-27
HRV-HO-03002
HRV-HO-04002 1.1

EU
Croatia Travel document

2015-08-03
HRV-JO-03001
HRV-JO-03002 1.1

EU Denmark Passport 2012-01-01

DNK-AO-05001
DNK-AO-05002
DNK-AO-05003

1.1

EU
Denmark Passport

2006-08-01 DNK-AO-04001 1.1

EU
Denmark Passport

2006-08-01 DNK-AO-04003 1.1

EU
Denmark Passport

2006-08-01 DNK-AO-04002 1.1

EU
Denmark Passport

2021-10-01 DNK-AO-06001 1.5

EU
Denmark

Residence-related document 2012-01-01 DNK-HO-08001 1.1

EU Denmark
Residence-related document 2003-08-14

DNK-HO-03001
DNK-HO-03002
DNK-HO-03003
DNK-HO-03004
DNK-HO-03005
DNK-HO-03006
DNK-HO-03007
DNK-HO-03008

1.1

EU
Denmark Travel document

2012-01-01
DNK-JO-05001
DNK-JO-04001 1.1

EU
Spain Identity Card

2015-01-02 ESP-BO-05001 1.1

EU
Spain Identity Card

2006-03-16 ESP-BO-03001 1.1

EU
Spain Identity Card

2021-06-02 ESP-BO-06001 1.5

EU
Spain Passport

2015-01-02 ESP-AO-05001 1.1

EU
Spain Passport

2006-08-14 ESP-AO-04001 1.1



EU
Spain

Residence-related document 2011-04-01 ESP-HO-02005 1.1

EU
Spain

Residence-related document 2020-05-19 ESP-HO-03001 1.1

EU Spain Travel document 2011-03-01

ESP-JO-03002
ESP-JO-02002
ESP-JO-04001

1.1

EU
Spain Travel document

2001-10-30 ESP-JO-03001 1.1

EU
Estonia Identity Card

2018-12-03 EST-BO-04001 1.1

EU
Estonia Identity Card

2011-01-01 EST-BO-03001 1.1

EU
Estonia Identity Card

2021-08-23 EST-BO-04002 1.5

EU
Estonia Passport

2014-06-01 EST-AO-03005 1.1

EU
Estonia Passport

2021-01-01 EST-AO-06001 1.1

EU
Estonia

Residence-related document 2011-01-01 EST-HO-05001 1.1

EU
Estonia

Residence-related document 2011-01-01 EST-HO-05002 1.1

EU
Estonia

Residence-related document 2020-10-01 EST-HO-07001 1.1

EU
Estonia

Residence-related document 2018-12-03 EST-HO-05004 1.1

EU
Estonia Travel document

2007-05-22 EST-JO-03002 1.1

EU
Estonia Travel document

2021-01-01 EST-JO-07001 1.1

EU
Finland Identity Card

2011-05-31 FIN-BO-06001 1.1

EU
Finland Identity Card

2017-01-01 FIN-BO-09001 1.1

EU
Finland Identity Card

2021-08-02 FIN-BO-11001 1.5

EU
Finland Passport

2017-01-01 FIN-AO-06002 1.1

EU
Finland Passport

2017-01-01 FIN-AO-06001 1.1

EU
Finland Passport

2012-08-21 FIN-AO-05002 1.1

EU
Finland Passport

2012-08-21 FIN-AO-05001 1.1



EU
Finland

Residence-related document 2012-01-01 FIN-HO-04001 1.1

EU
Finland

Residence-related document 2017-02-16
FIN-HO-04002
FIN-HO-03002 1.1

EU
Finland

Residence-related document 2012-01-01 FIN-HO-03001 1.1

EU Finland
Residence-related document

2020-09-25

FIN-HO-09001
FIN-HO-09002
FIN-HO-09003

1.1

EU
Finland Travel document

2017-01-01 FIN-JO-06002 1.1

EU
Finland Travel document

2012-08-21 FIN-JO-05002 1.1

EU
France Identity Card

1994-10-01 FRA-BO-02002 1.1

EU
France Identity Card

2014-01-01 1.1

EU
France Identity Card

2021-03-15 FRA-BO-03001 1.1

EU
France Passport

2019-04-13 FRA-AO-03004 1.1

EU
France Passport

2008-10-28
FRA-AO-03002
FRA-AO-03003 1.1

EU
France

Residence-related document 2020-08-10 FRA-HO-12001 1.1

EU
France

Residence-related document 2011-06-20 FRA-HO-09001 1.1

EU
France Travel document

2010-06-01 FRA-JO-03001 1.1

EU
Greece Passport

2011-08-27 GRC-AO-03006 1.1

EU
Greece Passport

2020-02-27 GRC-AO-03009 1.5

EU
Greece

Residence-related document 2013-06-04 GRC-HO-03001 1.1

EU
Greece

Residence-related document 2020-11-01 GRC-HO-04001 1.5

EU
Hungary Identity Card

2016-01-01
HUN-BO-05002
HUN-BO-05001 1.1

EU
Hungary Identity Card

2012-03-01 HUN-BO-04002 1.1

EU
Hungary Identity Card

2001-04-09
HUN-BO-03004
HUN-BO-03005 1.1

EU
Hungary Identity Card

2012-03-01 HUN-BO-04001 1.1



EU
Hungary Identity Card

2016-01-01
HUN-BO-05004
HUN-BO-05003 1.1

EU
Hungary Passport

2006-08-29 HUN-AO-02001 1.1

EU
Hungary Passport

2012-03-01 HUN-AO-03001 1.1

EU
Hungary

Residence-related document 2011-05-20
HUN-HO-06001
HUN-HO-06002 1.1

EU Hungary Travel document 2013-01-15

HUN-JO-03001
HUN-JO-03002
HUN-JO-03003

1.1

EU
Ireland Passport

2013-05-03 IRL-AO-04002 1.1

EU
Ireland Passport

2013-10-03 IRL-AO-05001 1.1

EU
Ireland Passport

2006-10-01 IRL-AO-04001 1.1

EU
Ireland

Residence-related document 2022-03-01 IRL-HO-04001 1.5

EU
Ireland Travel document

2014-03-12 IRL-JO-06001 1.1

EU
Ireland Travel document

2011-11-09 IRL-JO-03001 1.1

EU
Iceland Passport

2019-02-01 ISL-AO-05001 1.1

EU
Iceland Passport

2006-05-23 ISL-AO-03001 1.1

EU
Iceland

Residence-related document 2007-09-18 ISL-HO-03001 1.1

EU
Iceland Travel document

2019-02-01 ISL-JO-06001 1.1

EU
Iceland Travel document

1999-06-01 ISL-JO-02001 1.1

EU
Italia Identity Card

2004-01-01 ITA-BO-04003 1.1

EU
Italia Identity Card

2016-07-04 ITA-BO-04004 1.1

EU
Italia Identity Card

2022-09-23 ITA-BO-04005 1.5

EU
Italia Passport

2010-05-20 ITA-AO-02004 1.1

EU
Italia

Residence-related document 2007-04-01 ITA-HO-03001 1.1

EU
Italia

Residence-related document 2013-11-06
ITA-HO-03005
ITA-HO-03006 1.1



EU
Italia

Residence-related document 2007-04-01 ITA-HO-03003 1.1

EU
Italia

Residence-related document 2021-02-03 ITA-HO-03008 1.5

EU
Italia Travel document

2015-09-24 ITA-JO-01001 1.1

EU Latvia
Identity Card

2019-09-02 LVA-BO-02001 1.1

EU Latvia
Identity Card

2012-04-01 LVA-BO-01001 1.1

EU Latvia
Identity Card

2021-10-18 LVA-BO-03001 1.5

EU Latvia
Passport

2007-11-20 LVA-AO-01003 1.1

EU Latvia
Passport

2015-01-28 LVA-AO-01004 1.1

EU Latvia
Passport

2002-07-01 LVA-AO-01002 1.1

EU Latvia Residence-related document 2012-04-01 LVA-HO-03001 1.1

EU Latvia Residence-related document 2021-01-13 LVA-HO-07001 1.5

EU Latvia
Travel document

2015-05-12
LVA-JO-02004
LVA-JO-03003 1.1

EU
Liechtenstein Identity Card

2009-06-23 LIE-BO-02001 1.1

EU
Liechtenstein Passport

2006-10-26 LIE-AO-02001 1.1

EU
Lituania Identity Card

2009-01-01 LTU-BO-02001 1.1

EU
Lituania Identity Card

2012-07-04 LTU-BO-02002 1.1

EU
Lituania Identity Card

2021-06-01 LTU-BO-03001 1.5

EU
Lituania Passport

2019-05-20 LTU-AO-04004 1.1

EU
Lituania Passport

2011-01-27 LTU-AO-04003 1.1

EU
Lituania

Residence-related document 2004-11-16 LTU-HO-01001 1.1

EU
Lituania

Residence-related document 2012-01-09 LTU-HO-02001 1.1

EU
Lituania

Residence-related document 2020-09-17 LTU-HO-03001 1.5



EU
Lituania Travel document

2017-07-18 LTU-JO-03002 1.1

EU
Lituania Travel document

2009-08-26 LTU-JO-03001 1.1

EU
Lituania Travel document

2019-01-22 LTU-JO-02002 1.5

EU Luxembourg
Identity Card

2014-07-01 LUX-BO-02005 1.1

EU Luxembourg
Identity Card

2021-08-02 LUX-BO-03001 1.5

EU Luxembourg
Passport

2015-02-16 LUX-AO-02005 1.1

EU Luxembourg Residence-related document 2020-12-15 LUX-HO-09001 1.1

EU Luxembourg Residence-related document 2011-05-20 LUX-HO-01001 1.1

EU Luxembourg
Travel document

2015-02-16 LUX-JO-01005 1.5

EU
Malta Identity Card

2014-02-12 MLT-BO-03001 1.1

EU
Malta Passport

2008-09-29 MLT-AO-04001 1.1

EU
Malta Passport

2019-01-01 1.1

EU
Norway Identity Card

2020-11-30 NOR-BO-01001 1.1

EU
Norway Identity Card

2020-11-30 NOR-BO-01002 1.1

EU
Norway Identity Card

2021-07-29 NOR-BO-02002 1.5

EU
Norway Passport

2011-03-01 NOR-AO-04001 1.1

EU
Norway Passport

2015-01-19 NOR-AO-05001 1.1

EU
Norway Passport

2005-10-01 NOR-AO-03001 1.1

EU
Norway Passport

2020-10-19 NOR-AO-06001 1.1

EU
Norway

Residence-related document 2012-06-04 NOR-HO-02001 1.1

EU
Norway

Residence-related document 2012-06-04 NOR-HO-02002 1.1

EU
Norway

Residence-related document 2017-11-01
NOR-HO-03001
NOR-HO-03002 1.1



EU
Norway

Residence-related document 2020-09-18
NOR-HO-04001
NOR-HO-04002 1.1

EU
Norway Travel document

2020-10-19 NOR-JO-06002 1.1

EU
Netherlands Identity Card

2014-03-09 NLD-BO-04001 1.1

EU
Netherlands Identity Card

2021-08-02 NLD-BO-07001 1.5

EU
Netherlands Passport

2014-03-09
NLD-AO-04001
NLD-AO-04002 1.1

EU
Netherlands Passport

2021-08-30 NLD-AO-05001 1.5

EU
Netherlands

Residence-related document 2020-10-01 NLD-HO-08001 1.1

EU
Netherlands

Residence-related document 2014-06-01
NLD-HO-01004
NLD-HO-01003 1.1

EU
Netherlands

Residence-related document 2014-06-01 NLD-HO-01005 1.1

EU
Netherlands

Residence-related document 2012-04-01
NLD-HO-01003
NLD-HO-01006 1.1

EU
Netherlands

Residence-related document 2014-06-01 NLD-HO-02004 1.5

EU
Netherlands Travel document

2014-03-09 NLD-JO-08001 1.1

EU
Poland Identity Card

2015-03-01 POL-BO-03001 1.1

EU
Poland Identity Card

2002-02-07
POL-BO-02002
POL-BO-02001 1.1

EU
Poland Identity Card

2013-11-19 POL-BO-02003 1.1

EU
Poland Identity Card

2019-03-04 POL-BO-04001 1.1

EU
Poland Identity Card

2021-11-07 POL-BO-05001 1.5

EU
Poland Passport

2011-09-08 POL-AO-05002 1.1

EU
Poland Passport

2018-11-05 POL-AO-06001 1.1

EU
Poland Passport

2006-01-01 POL-AO-05001 1.1

EU
Poland

Residence-related document 2011-08-23 POL-HO-08001 1.1

EU
Poland

Residence-related document 2020-09-30 POL-HO-12001 1.1



EU
Poland Travel document

2009-01-01 POL-JO-04001 1.1

EU
Poland Travel document

2003-09-01 POL-JO-02001 1.1

EU
Portugal Identity Card

2009-06-01 PRT-BO-03004 1.1

EU
Portugal Passport

2017-07-10 PRT-AO-04001 1.1

EU
Portugal Passport

2009-05-29 PRT-AO-01003 1.1

EU
Portugal

Residence-related document 2017-09-01 PRT-HO-07001 1.1

EU
Portugal

Residence-related document 2008-12-22 PRT-HO-02001 1.1

EU Portugal
Residence-related document

2020-09-30

PRT-HO-08001
PRT-HO-09001
PRT-HO-10001

1.5

EU
Romania Identity Card

2021-09-08 ROU-BO-05001 1.5

EU
Romania Passport

2019-01-01 ROU-AO-03001 1.1

EU
Romania

Residence-related document 2007-01-01
ROU-HO-03004
ROU-HO-03005 1.1

EU
Romania

Residence-related document 2020-07-01 ROU-HO-04001 1.5

EU
Slovakia Identity Card

2013-11-30
SVK-BO-04001
SVK-BO-03001 1.1

EU
Slovakia Identity Card

2015-03-01
SVK-BO-05001
SVK-BO-05002 1.1

EU
Slovakia Identity Card

2008-07-01 SVK-BO-02001 1.1

EU
Slovakia Identity Card

2022-10-11 SVK-BO-06001 1.5

EU
Slovakia Passport

2014-11-26 SVK-AO-04001 1.1

EU
Slovakia Passport

2008-01-15 SVK-AO-03001 1.1

EU Slovakia
Residence-related document

2020-08-21

SVK-HO-04001
SVK-HO-04002
SVK-HO-04003

1.1

EU
Slovakia

Residence-related document 2004-09-01 SVK-HO-02001 1.1

EU Slovakia
Residence-related document

2011-09-19

SVK-HO-03001
SVK-HO-03002
SVK-HO-03003

1.1

EU
Slovakia Travel document

2014-11-26
SVK-JO-04002
SVK-JO-04003 1.1



EU
Slovenia Identity Card

1998-06-20 SVN-BO-02001 1.1

EU
Slovenia Identity Card

2022-03-28 SVN-BO-03001 1.5

EU
Slovenia Passport

2016-12-12 SVN-AO-02004 1.1

EU
Slovenia Passport

2006-08-28 SVN-AO-02002 1.1

EU
Slovenia Passport

2006-08-28 SVN-AO-02001 1.1

EU
Slovenia Passport

2006-08-28 SVN-AO-02003 1.1

EU
Slovenia

Residence-related document 2011-05-18 SVN-HO-02001 1.1

EU
Slovenia Travel document

2016-12-16 SVN-JO-01002 1.1

EU
Sweden Identity Card

2012-01-02 SWE-BO-03001 1.1

EU
Sweden Identity Card

2022-01-01 SWE-BO-04001 1.5

EU
Sweden Identity Card

2021-08-02 SWE-BO-03002 1.5

EU
Sweden Passport

2012-01-02 SWE-AO-04001 1.1

EU
Sweden Passport

2022-01-01 SWE-AO-05001 1.5

EU
Sweden

Residence-related document 2020-12-01 SWE-HO-10001 1.1

EU
Sweden

Residence-related document 2011-05-20
SWE-HO-04001
SWE-HO-05001 1.1

EU
Sweden

Residence-related document 2012-01-01
SWE-HO-09001
SWE-HO-08001 1.1

EU
Sweden Travel document

2012-01-02 SWE-JO-04001 1.1

EU
Sweden Travel document

2022-01-01 SWE-JO-05001 1.5

EU
Switzerland Identity Card

2005-11-01 CHE-BO-01003 1.1

EU
Switzerland Identity Card

2023-03-03 CHE-BO-02001 1.5

EU
Switzerland Passport

2010-03-01 CHE-AO-03002 1.1

EU
Switzerland Passport

2022-10-31 CHE-AO-04001 1.5



EU
Switzerland

Residence-related document 2018-12-01 CHE-HO-03021 1.1

EU
Switzerland

Residence-related document 2019-11-01 CHE-HO-04021 1.5

EU
Czech Republic Identity Card

2012-01-01 CZE-BO-04001 1.1

EU
Czech Republic Identity Card

2014-05-19 CZE-BO-04002 1.1

EU
Czech Republic Identity Card

2021-08-02 CZE-BO-04003 1.5

EU
Czech Republic Passport

2006-09-01 CZE-AO-04001 1.1

EU
Czech Republic

Residence-related document 2011-07-04 CZE-HO-11001 1.1

EU
Czech Republic

Residence-related document 2014-04-23 CZE-HO-11002 1.1

EU
Czech Republic

Residence-related document 2020-06-27 CZE-HO-11003 1.5

EU
Czech Republic Travel document

2006-09-01 CZE-JO-04001 1.1

Non EU
South Africa Passport

2009-04-01 ZAF-AO-02001 1.5

Non EU
Andora Passport

2007-02-08 AND-AO-01001 1.1

Non EU
Andora Passport

2017-01-01 AND-AO-03001 1.1

Non EU
Saudi Arabia Passport

2021-01-01 SAU-AO-02001 1.5

Non EU
Argentina Passport

2012-06-01 ARG-AO-03001 1.1

Non EU
Argentina Passport

2019-01-01 ARG-AO-04001 1.1

Non EU
Australia Passport

2009-05-01 AUS-AO-04001 1.1

Non EU
Australia Passport

2014-03-01 AUS-AO-05001 1.1

Non EU
Australia Passport

2022-09-07 AUS-AO-06001 1.5

Non EU
Barain Passport

2002-10-01 BHR-AO-01001 1.5

Non EU
Brazil Passport

2010-10-25 BRA-AO-02001 1.1

Non EU
Brazil Passport

2019-01-01 BRA-AO-06001 1.1



Non EU
Brazil Passport

2016-07-01 BRA-AO-05001 1.1

Non EU
Brunei Dar-es-Salam Passport

2008-01-01 BRN-AO-02001 1.1

Non EU
Canada Passport

2013-01-01 CAN-AO-04001 1.1

Non EU
Chile Passport

2013-09-02 1.1

Non EU
China Passport

2013-02-02 CHN-AO-05001 1.5

Non EU
Colombia Passport

2019-03-01 COL-AO-04001 1.1

Non EU
South Korea Passport

2008-08-25 KOR-AO-03002 1.1

Non EU
South Korea Passport

2021-12-21 KOR-AO-04001 1.5

Non EU
United Arab Emirates Passport

2011-01-01 ARE-AO-02001 1.1

Non EU
United States of

America
Passport

2006-08-14 USA-AO-04001 1.1

Non EU
United States of

America
Passport

2020-07-10 USA-AO-05001 1.1

Non EU
Hong Kong Passport

2019-05-01 CHN-AO-03004 1.1

Non EU
Hong Kong Passport

2007-02-05 CHN-AO-03003 1.1

Non EU
Solomon islands Passport

2016-01-01 1.1

Non EU
Israel Passport

2012-01-01 ISR-AO-03001 1.1

Non EU
Japan Passport

2013-08-31 JPN-AO-02004 1.1

Non EU
Japan Passport

2020-01-01 1.1

Non EU
Japan Passport

2013-08-31 JPN-AO-02003 1.1

Non EU
Japan Passport

2006-03-20 JPN-AO-02002 1.1

Non EU
Japan Passport

2006-03-20 JPN-AO-02001 1.1

Non EU
Jordan Passport

2008-01-01 JOR-AO-01002 1.5

Non EU
Kenya Passport

2015-07-01 KEN-AO-03001 1.5



Non EU
Kuwait Passport

2016-01-01 KWT-AO-01001 1.5

Non EU
Macao Passport

2019-01-01 1.1

Non EU
Macao Passport

2009-03-05 CHN-AO-04003 1.1

Non EU
Malaysia Passport

2010-02-01 MYS-AO-02001 1.1

Non EU
Malaysia Passport

2017-10-01 MYS-AO-03001 1.1

Non EU
Morocco Passport

2009-12-15 MAR-AO-02001 1.5

Non EU
Moldavia Passport

2018-02-05 MDA-AO-05001 1.1

Non EU
Moldavia Passport

2011-01-01 MDA-AO-01003 1.1

Non EU
Moldavia Passport

2014-08-01 MDA-AO-01004 1.1

Non EU
Monaco Passport

2005-10-26 MCO-AO-01001 1.1

Non EU
New Zealand Passport

2016-01-01 NZL-AO-03003 1.1

Non EU
New Zealand Passport

2009-11-01 NZL-AO-03002 1.1

Non EU
New Zealand Passport

2021-04-15 NZL-AO-04001 1.5

Non EU
Oman Passport

2014-11-19 OMN-AO-01003 1.5

Non EU
Uganda Passport

2018-12-17 UGA-AO-03001 1.5

Non EU
Pakistan Passport

2017-05-01 PAK-AO-02004 1.5

Non EU
Panama Passport

2014-01-01 PAN-AO-02001 1.1

Non EU
Peru Passport

2016-07-08 PER-AO-02001 1.1

Non EU
United Kingdom Passport

2020-03-01 GBR-AO-06001 1.1

Non EU
United Kingdom Passport

2015-12-07 GBR-AO-05001 1.1

Non EU
United Kingdom Passport

2019-07-31 GBR-AO-05002 1.1

Non EU
United Kingdom Passport

2010-10-05 GBR-AO-04001 1.1



Non EU
United Kingdom Passport

2011-06-14 GBR-AO-04002 1.1

Non EU
Russia Passport

2010-02-01 RUS-AO-03003 1.5

Non EU
Saint Kitts and Nevis Passport

2010-11-11 KNA-AO-01001 1.1

Non EU
San Marino Passport

2006-10-12 SMR-AO-02001 1.1

Non EU
San Marino Passport

2014-01-01 1.1

Non EU
Holy see Passport

2020-10-01 VAT-AO-01004 1.1

Non EU
Holy see Passport

2013-10-15 VAT-AO-01003 1.1

Non EU
Singapore Passport

2017-10-30 SGP-AO-05001 1.1

Non EU
Singapore Passport

2006-08-15 SGP-AO-04001 1.1

Non EU
Taiwan Passport

2017-12-25
TWN-AO-04001
TWN-AO-04002 1.1

Non EU
Taiwan Passport

2008-12-29 TWN-AO-03001 1.1

Non EU
East Timor Passport

2017-01-01 1.1

Non EU
Ukraine Identity Card

2016-01-01 UKR-TO-01002 1.5

Non EU
Ukraine Passport

2015-01-01 UKR-AO-03002 1.5

Non EU
Ukraine Passport

2015-01-01 UKR-AO-03001 1.5

Non EU
Uruguay Passport

2015-01-01 1.1

Non EU
Venezuela Passport

2011-05-01 VEN-AO-02001 1.1


